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Abstract: 
 Internet of Things (IoT) is one of the newest matters in both industry and academia of the 

communication engineering world. On the other hand, wireless mesh networks, a network topology that has 

been debate for decades that haven’t been put into use in great scale, can make a transformation when it 

arises to the network in the IoT world nowadays. A Mesh IoT network is a local network architecture in 

which linked devices cooperate and route data using a specified protocol. Typically, IoT devices exchange 

sensor data by connecting to an IoT gateway. However, there are certain limitations if it involves to large 

number of sensors and the data that should be received is difficult to analyze. The aim of the work here is to 

implement a self-configuring mesh network in IoT sensor devices for better independent data collection 

quality. The research conducted in this paper is to build a mesh network using NodeMCU ESP 8266 and 

NodeMCU ESP 32 with two types of sensor, DHT 11 and DHT 22. Hence, the work here has evaluated on 

the delay performance metric in Line-of-Sight (LoS) and Non-Line-of-Sight (nLos) situation based on 

different network connectivity. The results give shorter delay time in LoS condition for all connected nodes 

as well as when any node fail to function in the mesh network compared to nLoS condition. The paper 

demonstrates that the IoT sensor devices composing the mesh network is a must to leverage the link 

communication performance for data collection in order to be used in IoT-based application such as 

fertigation system. It will certainly make a difference in the industry once being deployed on large scale in 

the IoT world and make the IoT more accessible to a wider audience.  

 

Keywords: IoT, LoS, Mesh Network, , nLoS, NodeMCU. 

Introduction: 
 The IoT is a new area of technology that 

allows physical objects to communicate with one 

another, with the aim of making human life better 

and more convenient. The fundamental principle 

behind this concept is the omnipresent of diversity 

of sources– such as Radio-Frequency Identification 

(RFID) tags, sensors, tablets, wearable devices, and 

others – that are able to communicate with one 

another and collaborate with their peers to achieve 

mutual objectives due to special addressing schemes 

1. The quantity of IoT components with its devices 

rise by 31% last year to 8.4 billion, and is predicted 

to hit 7.1 billion in 2020 2. Using multisensory 

networks and other IoT devices, the Internet of 

Things can now collect data from varied locations 

and build control interfaces. This wireless mesh 

networking can make a big difference when it 

comes to the effective and efficient networking 

solutions in the IoT world today. Among the 

numerous benefits of mesh networks are their high 
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dependability, high bandwidth, cheap 

implementation cost, broad coverage, and excellent 

scalability 3, 4. Mesh networking is a local network 

topology in which nodes are individually, 

dynamically, and non-hierarchically linked to one 

another and work with others to route data from/to 

clients efficiently 5. It also supports auto-

networking meaning when the user setup a mesh 

network, any node can scan access point and can 

connect easily by form an artificial grid of APs to 

intelligently `direct traffic across the network 6, 7. 

Furthermore, the mesh networks are easier to build 

and manage than static network infrastructure. As a 

result, they are more convenient to install since they 

automatically adjust to the network settings, and the 

devices utilized combine two functions into a single 

device: routing and providing access to the network 
8.  Without centralized control, these mesh routers 

are dynamically self-organizing, self-configurable, 

and self-healing 9. 

 

 
Figure 1. Wireless Mesh Network [5] 

 

For static network, every device or node in the 

network typically has a dedicated point-to-point 

connection to every other node 10. But when it 

comes to mobility, there are two kinds of wireless 

mesh network (WMNs): static mesh networks and 

mobile mesh networks 11. Usually, the routing data 

in a mesh network was taken care by the protocol 

itself. Under mesh network topology, guaranteed 

performance can be obtain with interconnection of 

all nodes 12, 13. The performance element metrics 

often used in quality assessment for mesh networks 

are hop count metrics, capacity metrics, delay 

metrics and others 14. Generally, this paper carries 

the objective to demonstrate the performance 

proficiency of the mesh network idea in IoT 

connected network through the use of the ESP 32 

and ESP 8266 for the remote monitoring purpose. 

The rest of the paper is organized as follow: the 

next section describes the related work. Follow by 

is the proposed method section and results section. 

Finally, is the conclusion section for the work here.  

 

Related Work: 
 A mesh network with wireless feature 

consists of a number radio node that are arranged 

based on mesh configuration of communication 

network. Each node in WMNs is linked to one or 

more other nodes through multi-hop connections, 

allowing the network transmission to take place 

through more than one path 15. The project proposed 

by 16 create a Wi-Fi mesh network architecture for 

Internet of Things applications. This study's 

operating system is quick mesh project (QMP). 

Also, the role of the Wi-Fi node considered as a 

client for IoT applications. These nodes use MQTT 

to broadcast and subscribe. The Wi-Fi mesh 

architecture is functioning well, with an average 

throughput of 110.5 kbps. The development of a 

local wireless local area network connecting 

numerous nodes without the use of the internet was 

shown effectively here. As nodes are accountable 

for transmitting message to each other's, this mesh 

network architecture may support quite a wider 

number of nodes 17, 18. Hence, this paper has 

benchmarked the similar idea as in 19. However, the 

author did not carry out the link performance. 

Hence, the work here would further extend the 

study by examining the delay time required to 

create the mesh network in LoS situation, nLoS and 

disconnect one node to show the efficiency of mesh 

network. 

 

Proposed Work Methodology: 

 
Table 1. List of parameters 

Parameter Specifications 

Microcontroller NodeMCU ESP 32 and 

NodeMCU 8266 

Sensor DHT 11 and DHT 22 

Protocol Dynamic Source Routing (DSR) 

Power Voltage 3.3V 

Communication Bluetooth connection with half 

duplex mode 

Topology Full mesh (3 hops) and partially-

mesh (2 hops) connected topology 

Based on the benchmarking, the study here 

has built a mesh network using the ESP32 and 

provided 4 nodes without utilizing the internet or a 

router as shown in Figure 2. The table 1 had lists the 
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parameters utilized in this work. So, in this system 

architecture has implemented four independent 

NodeMCU boards for IoT framework. Both the 

NodeMCU runs on 3.3V. Technically based on the 

Figure 2, the four nodes would be communicating 

with each other by interacting with the input device 

known as the sensors which are the DHT 11 and 

DHT 22. The sensors are used to measure 

temperature and relative humidity. The output 

device would be the computer which is to acquire 

the desired sensor output at each node.

 

  

 
Figure 2. System Architecture 

 

By applying the mesh topology in the IoT network 

is an efficient way in which the infrastructure nodes 

to maintain connectivity between these nodes. 

Specifically, the effectiveness of mesh networks 

will be shown through the delay performance metric 

in 2 conditions which were LoS and nLoS. The 

delay time is used to test how long all nodes react to 

each other in a given situation and to indicate the 

mesh network is dynamic routing where it can 

select the fastest and safest route automatically. 

Furthermore, mean formula is used to calculate the 

delay time readings for nodes communicating with 

each other.

𝑥, 𝑡𝑖𝑚𝑒 𝑡𝑎𝑘𝑒𝑛 𝑏𝑒𝑡𝑤𝑒𝑒𝑛 𝑁𝑜𝑑𝑒𝑠 = ( 𝑁𝑜𝑑𝑒 𝑎 − 𝑁𝑜𝑑𝑒 𝑏) + (𝑁𝑜𝑑𝑒 𝑏 − 𝑁𝑜𝑑𝑒 𝑐) + ⋯ 
 

𝑚𝑒𝑎𝑛, 𝑚 =
∑(𝑥1 + 𝑥2 + 𝑥3 + ⋯ )

100
 

 

 
Figure 3. Circuit diagram 

(1) 
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The Figure 3 demonstrate the schematic 

shown above is used to construct the hardware 

section for nodeMCU and DHT sensor modules 

based non-WiFi Mesh Network while at Figure 4 

and Figure 5 shows the experimental set up of 

respective mention four hardware modules that 

communicating with each by sending data over a 

mesh network.  

 

NodeMCU 1 module was integrated with:  

 Input component: DHT-22 Sensor Module  

 Output component: Computer  

 

NodeMCU 2 module was integrated with:  

 Input component: DHT-22 Sensor Module  

 Output component: Computer  

NodeMCU 3 & 4 module was integrated with:  

 Input component: DHT-11 Sensor Module  

 Output component: Computer 

 

All the nodes here were connected in a 

mutual distance as long it can discover the other 

nodes to evaluate the link performance under 2 

scenarios and collect environmental data for 

monitoring objective. For the first scenario and 

second scenario in this experiment that are based on 

LoS condition for the fully-mesh and partially-mesh 

connected network of nodes.

 

 

 
 

Figure 4. LoS Full-mesh Experiment setup without blockage for scenario 1 

 

 
Figure 5. LoS Partial-mesh Experiment setup without blockage and with node 1 off for scenario 2 

 

Meanwhile for Figure 6 and Figure 7 shows the 

third scenario and fourth scenario that are based on 

nLoS condition for the fully-mesh and partially-

mesh connected network of nodes.
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Figure 6. nLoS Full-mesh with blockage for scenarios 3 

 

 
 

Figure 7. nLoS Partially-mesh with node 1 in off mode with blockage for scenario 4 

 

 

Results: 
The study here was carry out by a working 

prototype where the results obtained was tested for 

each input to ensure that it matched the intended 

output. Explicitly, it was using the serial port 

controller to get the outputs of each node in the 

mesh network. The serial port display used in this 

project was Arduino IDE. Each serial monitor 

window had a different COM port address but the 

baud rate used by all the nodes was same i.e., 

115200 bps. The serial monitor window would 

display the sensor reading at each node. Also, the 

timestamp features in the Arduino IDE serial 

monitor would tell us when the PC receives strings 

from Arduino Serial. The results are display as 

below:

 

 
Figure 8. Readings from Node 1 
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Figure 9. Readings from Node 2 

 

 
 

Figure 10. Readings from Node 3 

 

 
 

Figure 11. Readings from Node 4 

 

Figure 8 until 11 depicts that mesh network 

topology successfully formed from Node 1 until 

Node 4 using LoS concept by knowing the MAC 

address of other boards to authenticate the 

transmitting the sensor data in the multi-hop 

fashion. The data is transmitted sequentially and the 

other boards would get the acknowledgement 

whether the sensor data is delivered or not. Figure 

12 illustrates the delay distribution from the 

wireless mesh network for 100 readings under the 

mention condition and scenarios at the proposed 

work section. All scenarios show positively skewed 

distribution. Both the LoS and nLoS conditions 

show almost similar delay distribution with median 

of ~2ms but with clear outliers outside the whiskers 

up to 9ms for nLoS. In third scenario, one of the 

nodes is turn off and the delay distribution show 

almost similar interquartile range with the two 

scenarios before. In last scenario, beside the Node 1 

is turn-off but with some obstacle in between to 

make it like nLoS condition. The delay clearly 

shows long whiskers on positively skewed with 

larger interquartile range than before. It has median 

of 3ms with some outliers on 9ms. These indicate 
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that the delay dispersed and scattered more widely 

when in nLoS condition with one node turn off. 

This shows that the mesh network topology can 

automatically make connections between each node 

and heal itself in the event of a disabled path.

 

 
Figure 12. Delay distribution 

 

From the mean formula in (1), the average 

time for LoS, nLoS, line-of-sight with node 1 in off 

mode (LoS_Node1_Off), and non-line-of-sight with 

node 1 in off mode (nLoS_Node1_Off) were 

measured and calculated as shown in Table 2.

 

 

Table 2. Average delay time for LoS (Full-mesh), nLoS (Full-mesh), LoS_Node1_Off (partial-mesh) & 

nLoS_Node1_Off (partial-mesh) 
Node                            Average Delay Time (ms) 

LoS  nLoS  LoS_Node1_Off nLoS_Node1_Off 

         1 1.74 2.17 Disconnected Disconnected 

         2 1.89 2.54 2.12 2.61 

         3 1.90 2.44 1.99 2.49 

         4 1.76 2.58 1.83 2.65 

Average 1.82 2.43 1.98 2.58 

 

According to the findings, the average delay 

time required in LoS is about 1.82ms, nLoS is 

2.43ms, LoS_Node1_Off is 1.98ms and 

nLoS_Node1_Off is 2.58ms. It can be proved here 

that the mesh network can be formed more quickly 

in LoS condition either all nodes functioning and 

communicating to each other or when one node is 

off since it has shorter delay time when compared to 

nLoS condition. One of the reason is where the full-

mesh topology in IoT sensor network can provides 

full redundancy and better performance with lowest 

value of time delay (1.82ms) which are without 

network facing blockage condition or any failure 

node occur. Under the same LoS condition, it can 

be observed for the partial-mesh connection the 

delay time would be higher due to lower hop count 

(2 hops) than the full-mesh topology (3 hops). 

Despite the higher delay time, the proposed work 

here predicted would be useful when compared to 

the non-mesh connection which is point-to-point 

(p2p) communication. It would cause the loss of 

data collection for remote monitoring to occur by 

using p2p topology if any 1 node fail to operate.  

 

Conclusion: 
In this work, the mesh network of IoT sensor 

devices established without using the router or 

internet in between has better performance in both 

defined scenarios (connection of Full-mesh and 

partial-mesh) under LoS condition when compared 

to nLoS condition since a full open path without 

blockage is available for any node to transmit and 

receive data from other. Besides that, the nodes in 

mesh topology always find the best possible path 

to reroute data in case of failure which made it 

reliable in data handling and collection. As for the 
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future work, the work here will be integrated for 

further development in the soilless hydroponic 

system. It is because by combining agriculture with 

the mesh technology will allow and qualify a wide 

variety of new applications for highly efficient 

workflows in consumer and industrial technologies. 
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 ESP8266 و ESP32 على الشبكة بروتوكول تقييم طريقة

 
    1أحمد فيروز بن محمد أمين       2عبد شكر بن جعفر       1*يون خانغ آدم وونغ        1نور عزورين عفيفي

 4أرنيزة بنت رملي        3سفر الدين غزالي حراوان       1اديانسياه اندراوين        1السيايدةجميل عبد الرحيم جميل 

 
السلكية واللاسلكية والابتكار ، كلية الهندسة الكهربائية ( ، مركز أبحاث الاتصالات BBNETمجموعة أبحاث النطاق العريض والشبكات )1

 ، ملقا ، ماليزيا (UTeM)( ، جامعة ماليزيا التقنية FTKEEوالإلكترونية )
( ، جامعة ماليزيا التقنية FKEKK( ، كلية الهندسة الإلكترونية والحاسوب )CeTRIمركز أبحاث الاتصالات السلكية واللاسلكية والابتكار )2

(UTeM) ملقا ، ماليزيا ، 
 قسم الهندسة الصناعية ، كلية الهندسة ، جامعة بينا نوسانتارا ، جاكرتا ، إندونيسيا3
 ( , جامعة ماليزيا للتكنولوجيا, جوهور باهرو , ماليزياLCRGمجموعة ابحاث الاتصالات لايت ويف )4

 

 :الخلاصة
من ناحية أخرى ، يمكن  .الصناعة والأوساط الأكاديمية في عالم هندسة الاتصالاتأحد أحدث الأمور في كل من  (IoT)يعد إنترنت الأشياء 

 للشبكات المعشقة اللاسلكية ، وهي طوبولوجيا الشبكة التي ظلت موضع نقاش منذ عقود ولم يتم استخدامها على نطاق واسع ، أن تحدث تحولًا 

هي بنية شبكة محلية تتعاون فيها الأجهزة المرتبطة  Mesh IoT .شبكة .اضرعندما تظهر في الشبكة في عالم إنترنت الأشياء في الوقت الح

. ومع IoTبيانات المستشعر عن طريق الاتصال ببوابة  IoTباستخدام بروتوكول محدد. عادةً تتبادل أجهزة انترنت الاشياء  وتوجه البيانات

فهذا يعقد عملية تحليل البيانات التي ينبغي تلقيها.   (sensor)ستشعار ذلك ، هناك حدود معينة إذا كان الأمر يتعلق بعدد كبير من أجهزة الا

لتحسين جودة جمع البيانات المستقلة. البحث الذي تم إجراؤه في  IoTالهدف من البحث هنا تنفيذ شبكة شبكية ذاتية التكوين في أجهزة استشعار 

 DHTمع نوعين من أجهزة الاستشعار ،  NodeMCU ESP 32و  NodeMCU ESP 8266هذه الورقة هو بناء شبكة شبكية باستخدام 

( بناءً nLos) Non-Line-of-Sight( و LoS. ومن ثم ، فقد تم تقييم العمل هنا على مقياس أداء التأخير في خط البصر )DHT 22و  11

صلة وكذلك عندما تفشل أي عقدة في العمل على اتصال الشبكة المختلفة. تعطي النتائج وقت تأخير أقصر في حالة خط البصر لجميع العقد المت

. توضح هذا البحث أن أجهزة استشعار إنترنت الأشياء التي تتكون منها الشبكة المعشقة ضرورية nLoSفي الشبكة المعشقة مقارنة بحالة 

شياء ملل نظام الإخصاب. من المككد للاستفادة من أداء اتصال الرابط لجمع البيانات من أجل استخدامها في التطبيقات القائمة على إنترنت الأ

 .أنه سيحدث فرقاً في الصناعة بمجرد نشره على نطاق واسع في عالم إنترنت الأشياء وسيجعل إنترنت الأشياء في متناول جمهور أوسع
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